Geospatial Data Infrastructures

Chapter 3: GDI from a legal perspective


Jan Kabel from the Universities of Amsterdam and Utrecht contributes this chapter.  Kabel discusses the gap between the policy put forth by governments and digital information technology, and offers different perspectives for legal issues in GDI.

Key Points from Chapter

· Government should not be considered commercial entity

· Confidentiality is an issue for both public and private sectors

· Government has to balance access to information along with confidentiality

· Liability is a problem for data producers, as well as intermediaries, such as value-added resellers

· Government holds abundance of geospatial information

· Governments who act as commercial entities hold unfair advantage

· Freedom of information protected in Europe via Article 10 of the European Convention for the Protection of Human Rights; but does not provide obligation for public bodies to provide information

· If a public body wishes to sell public information, first must decide whether the information is sensitive

· US Federal Government: information collected, produced and disseminated are part of public task, and should not be charged.  Nominal costs may be applied in terms of cost of reproduction, but not cost of processing

· This becomes complex when public bodies perform processing at the request of commercial companies.  The extra processing and resultant data also becomes available to the general public

· French Circular 1994: private bodies shall not profit from government resources since already financed by public means; heavily criticized and will probably be eliminated

· Public bodies have a desire to behave like private industry

· National decisions have not delineated guidelines

· Protection of data legal methods: copyright law, unfair competition law, contractual law and right of extraction

· These can be levied against any individual or organization

· Protection problems pertaining to data are related to what is regarded as personal information

Analysis

Kabel mentions the role of government as a non-commercial entity, which is much agreed with.  Information, not only geospatial, produced, maintained and enhanced by the public sector is primarily funded through the public, the taxpayer.  It is unclear as to why public sector organizations should charge the public for acquiring this information.  If fees are required for low cost of reproduction, or nuisance fees, then this should be monitored carefully.  However, charging for profit is unclear for public sector organizations.  This also, as the chapter suggests, creates unfair competition against industry, who have substantially less funds for research and development, etc., than that of the public sector.  If the proceeds received account towards less public spending, then this is more acceptable.

Access to government information has perhaps never been easier through valid means on the Internet.  In addition, such information is also accessible by computer-savvy individuals who wish to access these resources without proper authorization or authentication for various reasons.  Government must be aware of this, and plan accordingly.  In Canada, the Government On-Line (GOL) initiative hopes to have online access to services as provided by government.  This level of information access is to be carefully thought out with regard to authentication, who you are, who you are part of, and so on.

I feel that much liability (see Table 3.1, 3.2) lies with that of intermediaries in GDI.  This is an issue common to both public and private sector organizations, and which has no regulation as per Table 3.2.  As users are end consumers of information, it is envisioned that product collections will lessen in their authoritative access points (i.e. all framework data will reside on a central server, or central broker server), and those who will integrate this data to produce information and services inherit both the dependence on core data suppliers and providers, as well as the liability of passing information deemed to be correct as represented by them as a broker.

Kabel mentions the notion of public bodies wishing to act like private industry, in terms of commercialization.  I feel that this is inherent of the public servants of a given organization.  A public servant should recognize what is the mandate of government institutions and recognize that government usually acts to provide public services and to encourage related industry to flourish.  Those who decide on commercializing public information should reconsider whether they should a part of a public government organization.

It is evident the importance and danger presented to ‘intermediaries’ or integrators, in a legal context, of public knowledge and information and technology / data.  Also, geospatial data presents very complex issues due to its multidimensional nature.  Policies must be clearly defined to reflect current-day climate.  These same policies must also be adaptable to change through time.  However, in reading this chapter, and thus finding it very complicated and not very interesting, it is also evident that the definition of geospatial information policy appears to be a thankless and difficult task.  GDI must consider legal implications and also consider them on perhaps the same priority level as technology and data itself.

I feel that views with regard to data distribution, copyright, and protection will always present obstacles, because this extends the arena of geospatial theory and principles, and transcends into legal and legislative areas.  In conclusion, I believe that access to information, especially publicly funded, should be available at no charge.  In terms of whether the public privacy is at risk, it is the opinion of this author that it is more democratic to live in a society which openly distributes public information, than that of one which does not, if one is tom compare the two extremes.
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